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GDPR (General Data Protection Rules) Statement & Policy





Teaching fundamental life skills in an interactive, fun and safe environment





Abingdon Dolphins Swim Club 





Our Commitment


Abingdon Dolphins Swim Club are committed to ensuring the security and protection of the personal information that we collect and process and to provide a compliant and consistent approach to data protection. We have always had a robust and effective data protection program in place which complies with existing law and abides by the data protection principles. 


Definitions


Throughout this document the word & phrases used shall have the following meanings;


Subject – Any person taking part in any of our activities at any time (e.g. swimming lessons, diving lessons, life-saving lessons)


Child – Any person under the age of 16yrs


Parent – Any parent, guardian, foster parent or person having responsibility for the child (whether 16yrs or older)


Swimmer - Any person taking part in any of our activities at any time (e.g. swimming lessons, diving lessons, life-saving lessons)


Law enforcement – Any Public body who has a lawful right to demand data. Can include Police, HMRC, ICO, ONS, FSA etc.





Statement





Abingdon Dolphins Swim Club are dedicated to safeguarding the personal information under our remit and providing a data protection regime that is effective, fit for purpose and demonstrates an understanding of, and appreciation for the GDPR. 


Policy


This policy covers the following fundamental areas;


Data Collection, Retention & Erasure


Subject Access Request (SAR)


Data Breaches





Data Collection, Retention & Erasure





This section relates to swimmers and;





What personal data we hold about them


The purposes of the processing


The categories of personal data concerned


The recipients to whom the personal data has/will be disclosed


How long we intend to store personal data for


If we did not collect the data directly from them, information about the source


The right to have incomplete or inaccurate data about them corrected or completed and the process for requesting this


The right to request erasure of personal data or to restrict processing in accordance with data protection laws











Subject data collected is restricted to the minimum required by us to fulfil our contractual obligation and is therefore limited to;


That provided by parents on renewal forms and includes names, addresses and dates of birth of children, contact details and any current medical conditions.


Emails from parents (e.g. updates on medical conditions, previous swimming experience etc.)


Verbal conversations with parents (e.g. updates on medical conditions, previous swimming experience etc.)


Bank account details of persons paying termly fees





Abingdon Dolphins Swim Club does not obtain data from or share data with any external third parties.


Subject data is held on a secure server within a protected database. This database is used to construct class registers which are given to teachers. Subject data recorded on the registers is limited to only that which is required by the teacher e.g. name, date of birth and any relevant medical conditions.


The owner/operator of the database server cannot access the subject data.


Access to subject data is restricted to only those that need to know. We will only share the data with other third parties where we are required under legislation, by law enforcement or in the event of a medical incident, with medical services. Shared data is limited to that which is required by the third party.


Teachers for instance can only access details of children they are currently teaching and only through a password protected database held on a secure server.


We may also share data with your representative (e.g. solicitor) but only once we have received your written consent to do so. 


Data is only sourced where you have provided it to us voluntarily. We do not buy information from any third parties nor do we pass on data to third parties other than those detailed above.


Abingdon Dolphins Swim Club retains subject data for the period of time that the swimmer is having lessons and for a period of time thereafter i.e. after the swimmer ceases lessons. This period of time can vary from 6 months to 24 months depending upon family dynamics, for example where a sibling is on our waiting list we will retain contact details to facilitate future contact.


Subject Access Request 


Parents of swimmers under the age of 16 have the right to be informed of what data is held by us in relation to their child/children. The right extends to have incomplete or inaccurate data completed or corrected. This process can be carried out by applying in writing, email or submission of the online form found on our website. We aim to respond to all requests as soon as possible and at least within 30 days from the date of request or receipt of further details requested by us to enable us to complete the request.


Parents also have the right to request that data held in relation to their children under 16yrs old is deleted or to restrict the processing of the data. All requests of this nature will be considered however we reserve the right to retain data which we are required to by law or is subject of an investigation (e.g. by law enforcement or governing body) or is required by us to fulfill our contract as a service provider.


Subjects over the age of 16yrs retain an absolute right to all the above in their own right i.e. they can apply to have data held on them presented to them, have it amended, deleted or it’s process restricted without the requirement of permission from parents.








Data Breaches


Data breaches at Abingdon Dolphins Swim Club are very rare indeed (to date, nil). We do however have a procedure in place to deal with any breaches and all members of staff have received suitable training in data handling and are aware of our breach procedure.


In the event of a breach, affected parties will be contacted immediately with details of the breach i.e. the nature of the data involved, the breadth of the breach and what steps have been taken to limit any potential damage as well as what process are being put in place to prevent a future breach.


Any parent who feels that a data breach has occurred should contact us immediately, ideally by email directly to our Data Protection Officer at � HYPERLINK "mailto:dpo@abingdondolphins.co.uk" �dpo@abingdondolphins.co.uk�











